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1. Overall Description:

In [5], 3GPP SA5 thanked ATIS NRSC for asking SA5 to create a new performance metric, which is of critical importance for ATIS, as a global 3GPP standard. SA5 mentioned that an action item was agreed to provide a contribution to the next SA5 meeting (SA5#110).
As per this action item, the present document provides an analysis of the LS from ATIS NRSC on “Establish a Metric to Determine a Drop in Registered Users in an IP-Based Network” and raises some questions for clarification.
1.1 - Background
In [1] and [2], the Alliance for Telecommunications Industry Solutions (ATIS) Network Reliability Steering Committee (NRSC) kindly requests 3GPP SA5 to standardize a new performance-based metric that may be used to monitor for service impacting events in the evolved packet core (EPC).
ATIS’ NRSC has explored existing industry standards for performance SIP-based metrics that yield information comparable to what is available in time-division multiplexing (TDM) networks; however, NRSC has discovered that no metric exists that would yield data showing what percentage of registered users have lost connectivity or are no longer requesting a reregistration. The need for this metric is two-fold—not only is it critical for all service providers to have insight into their networks when an event has occurred that impacts network availability, service and/or customers, but North American service providers are also mandated under the Disruption of Communications Title: 47; Part: 4 Rules1 to report certain outage events (with specific details) to the Federal Communications Commission (FCC).
NRSC proposes a metric that will monitor a drop in registered users on the network minus successful deregistration multiplied by 100 to yield the percentage of registered users dropped in the network:
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A majority of network impairments come from the last mile connectivity and it would be useful to monitor for a drop in registered users at the access point using the Proxy-Call Session Control Function (P-CSCF) or Interrogating-CSCF (I-CSCF). As well, in order to identify localized events, a core metric is needed to capture widespread or network related outages. 
Based on this, ATIS / NSRC is expecting to get 2 standardized metrics:

Metric #1: A standard that shall monitor a drop in registered users at the P-CSCF or I-CSCF minus successful deregistration multiplied by 100 to yield the percentage of registered users dropped at the network’s ingress. This metric would monitor the network’s ingress for last mile outages and those only affecting localized areas.
Metric #2: A standard that shall monitor a drop in registered users at the network’s core minus successful deregistration multiplied by 100 to yield the percentage of registered users dropped on the network. This metric would monitor for more systemic issues across the network.
1.2 - Analysis 

Extract from IETF RFC 6076 (Basic Telephony SIP End-to-End Performance Metrics) [3]:

“
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and 407 non-failure challenge response codes), SXX, or possible 6XX
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overloaded and is unable to respond to the request.




“

· Statement No. 1: As far as IRA (Ineffective Registration Attempts) is concerned, IETF RFC 6076 indicates that “This metric is measured at the originating UA”. Should ATIS expect IRA be measured at the mobile UE level, it shall be noted that 3GPP SA5 does not define performance measurements / KPIs for UE.

· Statement No. 2: As a consequence of Statement No. 1, only measurements of failed registration requests at the network side (e.g. due to P-CSCF servicing failure) can be defined by 3GPP SA5. But this would not measure IRA as defined by IETF.

· Questions for clarification: when analysing the metric proposed by ATIS, the following questions have been raised:
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· Questions related to the numerator:
· Question N1: is our understanding correct that the numerator of the formula above is made up of 3 parts which are:

· # of IRAs

· Total # of REGISTER Requests Polled registered users every 15 minutes

· Deregistration (Expires:0) 200 OK
· Question N2: Is “# of IRAs” relevant, given Statement No. 1 above?

· Question N3: Also, acc. to RFC 6076, IRA is measured based only on initial REGISTER requests, i.e. not on re-registration requests. UEs staying connected do emit re-registration requests periodically. Are these requests out of scope of ATIS NRSC?

· Question N4: “Total # of REGISTER Requests Polled registered users every 15 minutes” seems to mix up two possible measurements: a/ Nb. of REGISTER attempted / failed / successful requests (for example on receipt by the P-CSCF or S-CSCF of a SIP_REGISTER message – cf. TS 32.409 [4] Section 4.1.1.1) and b/ Nb. of SIP registered users e.g. in P-CSCF. Please clarify. In addition, shall the 15 minutes polling period be fixed or shall it be configurable by Operator when initiating the measurement job?
· Question N5: “Deregistration (Expires:0) 200 OK”: does this term capture the number of deregistrations initiated by the UE? Or any x-CSCF?  Please clarify.

· Question N6: in “normal” networking conditions, it is expected that nb. of IRAs be close to zero (converge towards zero), leading to that the numerator of the formula above becoming negative (0 minus …). It would be strange to define a metric becoming negative in optimal networking conditions. Can you please clarify?

· Questions related to the denominator: 

· Question D1: Why is the denominator based on HSS related measurements, whereas this metric should also be applicable to any P-/I-CSCF?

· Other question:  in their LS, ATIS mentions: “A majority of network impairments come from the last mile connectivity and it would be useful to monitor for a drop in registered users at the access point using the Proxy-Call Session Control Function (P-CSCF) or Interrogating-CSCF (I-CSCF). As well, in order to identify localized events, a core metric is needed to capture widespread or network related outages.“. 

· Question O1: Please clarify if ATIS considers P-CSCF and/or I-CSCF as “last mile“ network elements.

· Question O2: In order to identify localized events, a “core metric” would probably give few information on the location of the events. Where should such a “core metric” be measured, i.e. from which type of network element(s)?
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2. Actions:

ACTION: 
SA5 kindly requests ATIS NRSC to consider the analysis above and provide expected clarifications.
3. Date of Next TSG-SA WG5 Meetings:

SA5#111
16-20 January 2017
Porto (Portugal)
SA5#112
27-31 March 2017
China

